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Traditional Model
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and data protected
behind a DMZ/firewall
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Todayos Model

ldentity perimeter complements network perimeter
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How the world changed
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5 2 in use worldwide?
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Old World vs. New World
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Employees, partners, customers, bots
Bring your own devices and loT
Explosion of cloud apps

Composite apps & public restful APIs
Expanding Perimeters

Explosion of signal



Managing organizational risk

Organizational Leadership Board Management

Organizational & Risk Oversight Business Model and Vision Organizational Risk Appetite
Natural Disasters Market Relevancy —— IT Operations - @ Cybersecurity oeo
Competition from startups is Cybersecurity is emerging from IT
disrupting markets, requiring as a distinct risk discipline for

businesses to digitally transform business leaders and boards






